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Information Security Policy Statement 

E P Industries’ senior management team recognise the importance of developing and 

implementing an Information Security Management System (ISMS) to protect 

business information assets from security threats, whether internal or external, 

deliberate, or accidental. Demonstrating successful implementation of this ISMS will 

assure all interested parties of the high regard we have for their intellectual property.  

To achieve this, we have set an objective of ensuring that information is only 

accessible to authorised persons from within or outside the company. This will 

minimise the potential damage by preventing and reducing the impact of an 

information security incident. 

Confidentiality, Integrity, and Availability of information will be maintained throughout 

all business functions and processes. 

To meet this objective, we will identify and control business information security. This 

methodology will meet legal, regulatory, and contractual requirements. 

To protect business information assets from security threats, roles and responsibilities 

have been assigned. The Office Manager will lead as the information security and data 

protection officer. The IT support (Premier System Solutions) is responsible for the 

technical maintenance of security devices and technologies that protect the networks 

and resources and the ISMS’s overall integrity. 

The ISMS policy will be communicated to all interested parties so that the importance 

of information security becomes part of the business culture and ensures the 

continued protection of the company’s assets. 

All breaches of information security, whether actual or suspected, must be reported to 

the Office Manager, who will instigate the appropriate level of investigation. 
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